The Association between Capacity Management, Cybersecurity, and Insider Threat

Chris Greco

Greco Techknowledge (GRECTECH)
chris@grectech.com

Abstract:
According to a survey taken in 2010 showed that approximately 60% of the respondents said they would take anything from customer records to intellectual property from the employer (infosecisland, 2012). This is what is called an insider threat and is not just frightening, but a real nightmare for small or large businesses. A security breach can run the range of nuisance to company-closing and disparage the reputation of not just the company, but the employees of that company (just ask anyone working for the Office of Personnel Management after their breach). What this article addresses is how capacity management can help detect insider threats both from a technical and non-technical (human) perspective. It also links the capacity management philosophy to the employees; these are the people that company owners rely upon to prevent insider threat.